SIM BINDING Process Flow - New/ First time users of DLite

@ Karur Vysya Bank
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Welcome to Karur Vysya Bank

Your instant savings account in
just 3 steps

See what's in for you

Mobile Banking Registrationw

Open a DLite Savings Account
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1. Customer downloads the KVB-
DLite app from Android/IOS store

2. Selects Mobile registration and
navigates to Next screen

1. Customer to Enter Nickname,
Customer ID, Registered Mobile
number

2. By validating proper Input OTP
will be generated and sent to
registered mobile number of

customer




Customer Should have Registered SIM in their Device
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Registration & Verify Mobile Number < Registration

We request you to authenticate with any one of

4 & options listed below to registration
|
% N [ DEBIT CARD ]
Registration R
We would like to send an SMS to verify your INTERNET BANKING
registered mobile number. We need to send an SMS from your phone to
verify if your phone number is registered
. 3 : ’ OR
andard operator charges applicable with your bank account.
Do you have the SIM of your registered [ ACCESS CODE ]
mobile number in this mobile? @ SIM 1 - SIM1
Note :
- If you face any issues during registration, kind|
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contact your home branch to get your access code.

- You can also contact our Customer Support at
customersupport@kvbmail.com (or) 1860 258 1916 to
reset PIN.

NO, NOT IN THIS MOBILE

1. If the SIM of registered mobile is present in the Device. Customer
should select “YES,SEND SMS “option

2. If the device is having Dual SIM. Appropriate SIM to be selected for
sending an SMS

3. In case of Android an Silent SMS will be Triggered. If It is an 10S
device customer to click send button in message box

4. After validation customer will be Navigated to Next screen where
Additional Factor of Authentication to be done using:

Debit card (or) Internet Banking (or) Access Code

5. Customer can approach Branch/ Call centre to Generate Access Code




1. after additional factor of authentication using Debit card (or)
Internet Banking (or) Access Code

2. Customer will be prompted to set Login PIN & MPIN.
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< Set Login PIN < Set MPIN

Set your Login PIN

Set your MPIN

Verify your Login PIN Verify your MPIN

Password Policy :

1. PIN must be numeric

2. PIN should not contain same number consecutively
(.9 1122,1588,1221)

3. PIN should not contain sequence of numbers

Enter IB Password X (871238, 3521,1238)

Please enter the internet banking password
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VERIFY SUBMIT SUBMIT
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Customer can
Use the New
Login PIN set by
them to Login




